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--------------------------------------------------------ABSTRACT----------------------------------------------------------- 

The paper was purposed at finding the challenges to the implementation of IT risk management and compliance 

in State universities in Zimbabwe. The existing risk management and compliance processes and frameworks at 

these universities were assessed. The participants of this research were university councilors, the principal 

officers, ITS directors and university employees. The research revealed that the culture of risk management is 

being enforced at universities top levels but there is no communication and training on the launch and 

implementation of the current risk management frameworks in use at lower levels. It also found out that the IT 

policies in all the universities were still being drafted and were not yet implemented. The research recommended 

the implementation and completion of drafting of the IT policies, communication of the IT policies and 

promotion of the use of the risk frameworks in all university departments, use of flat communication and 

decision making structures and recommended enforcement of the culture of risk management at low level so as 

to overcome the challenges to the implementation of IT risk management and compliance.  
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I. INTRODUCTION 
The study purposed to find out how state universities have implemented IT risk management and compliance in 

order to achieve good IT governance practises. The goal of this study was to analyse the extent to which IT risk 

management and compliance has been practised in Zimbabwean state universities. According to Chitanana, et al 

(2008), state universities in Zimbabwe have invested a lot of financial and human resources in information 

technology since the year 2000 and most of them have computerised their administrative functions and 

processes, such as, learning methods, student registration, student records and employee records.  

A university’s electronic information assets are amongst its most important and crucial assets. These electronic 

information assets are constantly exposed to threats during storage, processing and transmission, that is, 

unauthorized access, unauthorized changes and loss, which, if they materialize, can result in risks that can 

damage the electronic information assets and have serious consequences for the university. According to Von 

Solms (2006), many universities have started moving towards leveraging ICT systems as delivery platforms in 

educational, teaching and assessment programs. Such institutions run a very big risk by tightly integrating 

information and communications technology (ICT) as a delivery medium in educational, teaching and 

assessment programmes. From the technological developments at universities, it was noted that there is a huge 

reliance and dependency on IT services due the size of the investments that has been made over years. The 

universities depend on IT products and services to a very large extent, thus their level of exposure to IT risks is 

great and it calls for IT risk governance and management. Failure of these IT systems and services will affect 

service delivery by the universities, the academic standard of the institutions may deteriorate significantly and 

the image of the institutions will consequently suffer, that is, it will tarnish their reputation. The management of 

risks is a cornerstone of IT governance, ensuring that the strategic objectives of the business are not jeopardized 

by IT failures. Risks associated with technology issues are increasingly evident on board agendas, as the impact 

on the business of an IT failure can have devastating consequences (ITGL, 2005).  Tarantino et al (2008) state 

that IT Risk management, and compliance covers an organization's approach across areas of governance, risk 

management and compliance (GRC). Being closely related concerns, governance, risk and compliance activities 

are increasingly being integrated and aligned to some extent in order to avoid conflicts, wasteful overlaps and 

gaps.   
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This study is essential in that it provides the basis upon which universities in Zimbabwe can successfully 

implement IT risk management policies. This in turn adds on to their competitive advantage. The identification 

of gaps in the existing systems is panacea as it provides an insight into areas that immediately need attention.  

 

II. RESEARCH QUESTIONS 
The study sought to answer the following research questions;  

 Which challenges are being faced in implementing IT risk management and compliance? 

 How the universities are governing their IT risks? 

 How the IT risk management culture is being inculcated in state universities? 

 

III. WHAT IS IT RISK MANAGEMENT 
IT risk management has generated many different definitions. The King III Report on Governance for South 

Africa of 2010, defines IT risk management as addressing the safeguarding of IT assets, ensuring adequate 

disaster recovery and ensuring the continuity of IT operations and it should be the responsibility of the board of 

directors. The National Computing Centre’s IT governance strategy guide of 2005, states that, the management 

of risks is a cornerstone of IT Governance, ensuring that the strategic objectives of the business are not 

jeopardised by IT failures. IT related risks are increasingly a Board level issue as the impact on the business of 

an IT failure, be it an operational crash, security breach or a failed project, can have devastating consequences.  

I S A C A(2009) and ENISA( 2006) defined IT risk management as the application of risk management to 

Information technology context in order to manage IT risk, that is, the business risk associated with the use, 

ownership, operation, involvement, influence and adoption of IT within an orgnisation. IT risk management can 

be considered a component of a wider enterprise risk management system. The CISA Review Manual 2006 

provides the following definition of risk management, it is the process of identifying vulnerabilities and threats 

to the information resources used by an organization in achieving business objectives, and deciding what 

countermeasures, if any, to take in reducing risk to an acceptable level, based on the value of the information 

resource to the organization. There are two things in this definition that may need some clarification.  

According to the ISACA risk IT framework of 2009, IT risk management provides an end-to-end, 

comprehensive view of all risks related to the use of IT and a similarly thorough treatment of risk management, 

from the tone and culture at the top, to operational issues. It enables enterprises to understand and manage all 

significant IT risk types, thus, providing   tangible business benefits, hence allowing the enterprise to make 

appropriate risk-aware decisions.   

this research adopts, the King III Report on Governance for South Africa of 2010’s definition because it covers 

key areas of IT risk management which are safeguarding of IT assets, ensuring adequate disaster recovery and 

ensuring the continuity of IT operations and it should be the responsibility of the board of directors. Furthermore 

the King III Report on Governance for South Africa of 2010’s definition delimits the scope of this research thus 

making it focused. 

 

IV. RESEARCH METHODOLOGY 
The research methodology used was a triangulation which involves the use of three different methods to collect 

data from a given population. Structured questionnaires, interviews and document review were used.  The 

questionnaires were designed to obtain information concerning the challenges to the implementation of IT risk 

management and governance. Interviews with IT directors were contacted to clarify issues raised in the 

questionnaire. The researchers randomly selected five universities from five Zimbabwean provinces so as to 

attain a national perspective. The number of case study institutions selected for this research satisfies the 

recommendations of Travers (2001) which recommends a sample of between 4 and 10 cases for in-depth 

qualitative case studies.  A multiple case study approach was used to carry out the study. As suggested by 

Saunders, Lewis, and Thornhill (2009) the case research method is useful for addressing the “how”, “why” 

questions, that is, in the exploratory and explanatory research.  This is particularly useful for a study on IT Risk 

Management in the context of institutions of higher education in Zimbabwe very little is known about IT Risk 

Management.  A case research strategy provides a rich insight in this context.   

 

Data was gathered using questionnaires and a total of 345 questionnaires were distributed to Councillors, 

Principal Officers and other University employees. From the 345 questionnaires which were sent to the target 

population, only 300 were returned. The reasons for this response was that some respondents said there were too 

http://en.wikipedia.org/wiki/Risk_management
http://en.wikipedia.org/wiki/Information_technology
http://en.wikipedia.org/wiki/IT_risk
http://en.wikipedia.org/wiki/Enterprise_risk_management
http://en.wikipedia.org/wiki/Certified_Information_Systems_Auditor
http://en.wikipedia.org/wiki/Vulnerability_%28computing%29
http://en.wikipedia.org/wiki/Threat_%28computer%29
http://en.wikipedia.org/wiki/Countermeasure_%28computer%29
http://www.isaca.org/Knowledge-Center/Research/Documents/RiskIT-FW-18Nov09-Research.pdf
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busy to give time to our questionnaire, some were not sure about the real intentions of the researcher as they felt 

that the questionnaire was too inquisitive and the issue of risk management is viewed as sensitive. To overcome 

some of these issues the researcher had to visit some councillors at their respective work places for face to face 

meetings and to prove and explain that the research was only for academic purposes and for the purposes of 

progress the researcher had to track local university council members, who are senate members appointed by the 

Vice-Chancellors into the university councils persuading and explaining the purpose of the study and answering 

their queries. The researcher also distributed the questionnaire to the members of the universities’ risk 

committees so that the research becomes a true reflection of the challenges to the implementation of IT risk 

management and compliance at Universities.  

The interviews gathered data on IT Risk Management practices these institutions and also clarified particular 

issues which were raised from the questionnaires. The interviews were recorded and later transcribed and 

analysed using discourse analysis.   

 

V. PREVALENT IT RISKS 
The researcher obtained the IT risks prevalent through interviews with the ITS directors. The directors revealed 

that the universities have managed to contain IT risks to date and the following IT Risks which constitute 

possible threats to the universities were noted, equipment failure (hardware Failure), Incompatibility, that is, the 

ability of the current technology in use at the university may fail to work in conjunction with the latest 

technologies. Power failures, fire, tricky/Cunning Suppliers or Service Providers, that is, IT service delivery 

may be affected if a supplier or service provider decides to default on their delivery obligations hence the image 

of the university may suffer. Floods, computer viruses, software Failure, computer accidents, that is, a serious 

computer accident to a member of staff or a group through computer equipment use or failure or could have a 

serious adverse effect on the reputation and image of the university. Ballooning number of students, 

unauthorised access, theft, scalability/flexibility, that is the ability to easily expand or increase the university’s 

computer networks or equipment, that is, it is fixed, rigid or flexible. However the directors revealed that the list 

is not an exhaustive list of all conceivable IT risks as the process of risk management is on-going and 

continuous thus it is subject to change at anytime. The universities have put various controls in place in order to 

mitigate these IT risks. The controls include the use of administrative controls which includes polices and 

frameworks for guidance. For instance all the universities are currently developing an IT risk policies through 

their computer committees and ICT risks sub-committee. The use of input controls which govern system access 

or entry through the promotion of the use of passwords and firewalls. Storage controls which involves the use of 

data back-up and encryption, the use of physical protection of computer assets and disaster recovery strategies 

such as the insurance of computer assets and copyrights on in-house developed software. 

VI. RISK MANAGEMENT STRATEGY IN THE UNIVERSITIES 
As regards to the presence of a risk strategy in the universities 77% of the respondents indicated that they had 

knowledge of the presence of one. Sixty-nine per cent (69%) indicated that there is someone responsible for 

ensuring that the universities has risk management procedures in place that cover the likely risks such as IT 

Risks, Occupational Health and Safety, environmental compliance, fraud and risk to the reputation of the 

university. A considerable number of respondents, (34%), indicated that the person responsible for ensuring that 

the university has risk management procedures in place that cover the likely risks such as IT Risks, 

Occupational Health and Safety, environmental compliance, fraud and risk to the reputation of the university 

was a member of the university council. From the findings it can be noted that that there was a difference 

between the number of respondents who had knowledge of the existence of a person responsible for risk 

management procedures in place that cover the likely risks such as IT Risks, Occupational Health and Safety, 

environmental compliance, fraud and risk to the reputation of the university and if the person was a member of 

the council or not. This difference was as a result of respondents who simply answered yes to the question with 

no adequate knowledge because there is no official communication and notifications in the universities with 

regards to who is responsible. Only the councillors and principal officers had knowledge, that is, the 34% who 

knew if the person was the member of the council, that is the vice-chancellors whom are the chairpersons of 

these universities’ risk committees reports to their respective councils on risk management and there are also ex-

officio members, that is members of the council who are involved in the day to day running of the university.  

VII. RISK ASSESSMENTS AND ANALYSIS 
As regards to who carries out risk analysis and assessments in the universities, 47% of the respondents indicated 

that they had knowledge of who was responsible, that is, the risk committees.  Sixty-nine (69%) indicated that 

they knew how many times does their university carry out risk assessments and analysis in a year, that is at least 

six (6) times which are the number of times the risk committees sit in a year.  
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RISK FRAMEWORKS 
A considerable number of respondents, (44%), indicated that their university was using any enterprise risk 

frameworks in the form of a risk template which was designed by the risk committee. However, 56% of the 

respondents had no knowledge of the risk template because from document review of minutes and memos, it 

was noted that the template has only been adopted in the universities main committees. The template is not 

being used at department level and sub-committee level, that is, it has not been implemented, and hence there is 

little knowledge about it. Consequently no training was ever done so as to inform the university employees of 

the template and its significance, thus only employees who are members of main universities committees know 

about it. 

IT AUDIT PROCESSES  
As regards the number of times IT audit processes are carried out in various departments within the universities, 

15% of the respondents indicated that in their departments they are done rarely once in two to three years. 66% 

had no idea if the audits are carried out or not and 19% indicated that IT audits have never been done in their 

departments. 

 

IT RISK MANAGEMENT ON THE AGENDA OF COUNCIL MEETINGS  
The councillors who returned our questionnaire noted that IT risk management is always on the agenda of 

council meetings by virtue that overall university risk management will be on the agenda and IT risk 

management is a sub-division of the university’s risk management. 

IT RISK MANAGEMENT AND COMPLIANCE STRATEGIES AND PROCEDURES AT 

UNIVERSITIES 

As regards to the presence of an IT risk management strategy in the universities, 93% of the respondents 

indicated that they did not have any knowledge of its existence and the other 7% indicated that is present 

informally and it has been also implemented informally that is there is no paperwork or documentation about IT 

risk management in the universities. Three per cent (3%) of the respondents indicated that there are formal and 

written risk management procedures to cope with IT risks in the university, in the form of the university risk 

management strategy. The results show that, 89% of the respondents indicated that are there legal, regulatory, or 

policy requirements relative to delivery of the university’s IT services and they have been implemented to some 

extent. The results also show that, 4% of the respondents knew that these procedures where implemented. The 

results also show that, 28% of the respondent indicated that the computer committees and the ITS directors were 

directly responsible for devising these procedures. 

 IMPLEMENTATION LEVEL OF IT RISK MANAGEMENT 

 Only two categories were chosen out of a possible four which were very large, large, limited and very low. The 

results of this study show that, 79% of the respondents said the universities’ level of implementation of IT risk 

management and compliance was limited and 21% indicated that the level of IT risk management 

implementation in the university was very low. From the results of the study it was noted that the 

implementation is low to moderate because the way the culture of risk management is being enforced, the 

communication structure and process in the university and the absence of an IT policy. 

CHALLENGES TO THE IMPLEMENTATION OF IT RISK MANAGEMENT  
A reasonable number of the respondents (60%) acknowledged that there were setbacks like lack of an IT policy 

in the university, lack of documentation and literature on acceptable IT risk management, shortage of qualified 

personnel to guide the implementation of any identified mitigatory procedures and a ballooning student 

population that has made it impossible to fully monitor all the activities pertaining to IT risk management. To 

overcome these setbacks the universities need to develop an IT policy and the document should be 

communicated to all employees at every level. 

VIII. DISCUSSION 
The results of this research show that there is a risk management knowledge gap between the ordinary 

employees and the university management. There was a huge difference between the number of respondents 

who had knowledge of the existence of a person responsible for risk management procedures of the university 

and if the person was a member of the council or not. It was noted that the ordinary employees were not aware 

of this because there is no official communication and notifications in the university with regards to who is 

responsible. Only the councillors and principal officers were aware that the vice-chancellor, who is a council 

member and also the chairperson of the university’s risk committee. To overcome this gap there is need to fully 
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notify employees on university structures and systems like the committee system so as to make them fully 

aware, through use of notices and documentation like year books, memos, newsletters, university websites and 

strategy documents.  

IT risk management and compliance is being implemented haphazardly and no trainings have been conducted so 

as to increase awareness of IT risks and promote the use of the risk template, only the faculty heads have been 

involved but nothing much has been done to increase and promote risk awareness and use in university 

departments. The lack of an IT policy which is an administrative control for IT risk management is hindering the 

university in implementing proper IT strategies and as a result the university’s IT resources are prone to abuse 

by employees as there are no guidelines to how the resources are supposed to be used and how can these 

resources be utilized so as to give the university leverage against its competitors. It turns out, in this study, that 

the university is using obsolete machines. 

 The universities are using a computerized and an in-house developed student registration, accounting and result 

processing system so as to reduce human errors. The absence of crafted policies and procedures to govern the 

use of these IT resources is a risk to the university and this risk will only be mitigated when there is an IT policy 

in the university. The university is enforcing the culture of risk management awareness, through creation of a 

risk management committee and its sub-committees which feed input into the  main risk management 

committee, incorporating all faculty heads in the risk management committee with the hope that they will 

disseminate the proceedings from the risk management committee to their faculties and departments, through 

the use of a risk template that covers all risks in the university including IT risks, by ensuring that all the 

committees and sub-committees in the university completes the risk template for all their recommendations and 

through the use of documentation such as the risk template and the quality assurance policy.  

However the culture has not been inculcated to all department as and employees as the findings noted that 

ordinary employees are still not aware of the existence of the risk template, university `risk strategies are not 

being communicated and there is no documentation and policies to enforce IT risk management. The university 

has to ensure flat communication structures and spread notifications through electronic and non-electronic 

means. Lack of awareness and education on the risk is also another challenge to the implementation of IT risk 

management, that is, from the findings of this study many IT users at  do not have an appreciation of the benefits 

of IT risk management and compliance, and its impact. Strategies such as provision of useful guidelines that can 

assist in the creation of an effective risk awareness culture can be used. A flat decision-making, reporting and 

communication structure, in the university is critical for the implementation of a consistent, effective, and 

efficient IT policy which will encompasses IT risk management and compliance.  

IX. RECOMMENDATIONS 
The university councils should ensure that IT policies and plan for systems and processes of IT risk management 

has been developed. The councils should implement flat decision-making, reporting and communication 

structures. The researcher also recommends flat communication structures on developments and decision 

making so as to overcome the challenges to the implementation of IT risk management and compliance. The 

absence of crafted policies and procedures to govern the use of these IT resources is a risk to the universities’ IT 

resources and also a challenge to the implementation of IT risk management and compliance. The researcher 

recommends the development of comprehensive IT policy which addresses IT risks, IT risk management and IT 

compliance issues. The university councils should monitor, assess and review the implementation and execution 

of this policy at least once a year. The IT policy should be widely distributed throughout the university in both 

hard and soft copy form.  

The findings of the study established that there is a risk management knowledge gap between the university 

management and the employees. To overcome this gap, the researcher recommends that employees should be 

fully notified through on university structures and systems like the committee system so as to make them fully 

aware, through use of notices and documentation like year books, memos, newsletters, the university website 

and strategy documents. The researcher also recommends that the university management should consider 

establishing a compliance function through the establishment of effective communication structures and 

communication of key performance indicators relevant to IT risk management and compliance, risk education 

and training. 

The researcher also recommends that the risk template should be publicised and it should be easily accessed by 

all employees. Issues and strategies of risk management should be communicated to all employees and not only 

to the top management only. The risk committee should communicate information that raises awareness about 

risk management and statutory compliance obligations, through the use of tools like the risk template, university 
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website for notices, the year book as the code of conduct and the university newsletter. The university’s risk 

committee should also ensure that IT risks are adequately addressed and enforced through the risk template. The 

risk committee should also obtain appropriate assurance that controls are in place and effective in addressing IT 

risks. The researcher also recommends that the university’s audit committee should consider IT as it relates to 

financial reporting and the going concern of the university. The audit committee should consider the use of 

technology to improve audit coverage and efficiency of IT risk management. 

The risk awareness culture should encourage all staff to identify risks and associated opportunities and to 

respond to them with cost effective actions. Creating a risk awareness culture in the university is a crucial part 

of implementing and sustaining IT risk management and compliance programme. The induction and on-going 

training programmes of the university staff should incorporate IT risk governance and it should incorporate an 

overview of and any changes to applicable laws, rules, codes and standards. The universities’ Information 

Technology Services (ITS) department in conjunction with the HR departments should develop training 

programs to educate all university employees about IT risk management and its benefits. By offering this 

training, the lack of understanding and low appreciation of IT risk management will be minimised and the 

knowledge will be used to effectively implement IT risk management and compliance.   

 

X. CONCLUSION 
Management security controls that focus on the stipulation of information protection policy, guidelines, and 

compliance standards, in conjunction with technical and operational controls which are carried out through 

operational procedures should be implemented to manage and reduce the risk of loss and to protect the 

universities’ computer assets. If the universities implement the above recommendations they will be able to 

overcome the challenges to the implementation of IT risk management and compliance and they will become a 

model institutions for IT risk governance. In conclusion, The universities has to work towards the improvement 

of their IT risk management strategies so that they will be able to achieve their strategic goals through the use of 

IT risk management as a corporate strategy. 
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